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SECURING MRC GLOBAL DATASOFTWARE IMPLEMENTATION

NOT Accessed, NOT Monitored by the Company

• Passwords
• SMS Texts
• Non-Work Applications & Activity, e.g.

- Facebook
- Snapchat
- WhatsApp
- Instagram
- Twitter
- LinkedIn

• Non-Work Emails
• Non-Work Documents
• Phone Logs
• Non-Work Contacts
• Non-Work Calendar Info
• Videos
• Photos
• GPS Info (unless activated if the phone is lost, 

    stolen or the user leaves the Company)
• Safari & Chrome browsing histories

Accessed & Monitored by the Company

• Model & Serial Number
• Phone Name & MAC Address
• Data Used & Free Space Remaining
• Certificates to access corporate wifi/portal
• Device encryption
• Company Intune browsing history 

IT can remotely wipe the
Company secure phone area if 
the device is lost or stolen.
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Don’t forget to backup your data.


